
It is a matter of public record that the defense team claimed to have actually been on pornographic, matchmaking websites themselves, linked by cookies found on the computer. The defense lawyers claimed to be eyewitnesses to an event that is impossible, and the falsity of the claim is proven by basic knowledge of cookies and temporary Internet files—knowledge the defense team obviously never gleaned in their preparation for trial.  


“Cookies” are small amounts of data a computer automatically releases to another computer on the Internet, and the record of the event is also called a “cookie.”  It is part of the automatic “computer-to-computer” communications that occur when anyone—or any machine--is on the Internet.  This record is kept within the Temporary Internet Files in Windows, and the record of a cookie is automatically added to the user’s computer there.  While the cookies on a person’s computer are not websites in and of themselves, they do contain identification of the “machines” involved, or at least the machine’s “address.” In this case, the websites referred to by a “sextracker cookie” are not pornographic or matchmaking sites themselves; rather, they are marketing devices automatically added to the user’s computer, used by to collect marketing information such as number of “hits” to a website. 


The only other identification available from the cookies, which are otherwise not text files at all, is the “name” of the computer of the user.  In this case, “david” was the name of our computer.  So when a cookie on our computer says “david@sextracker” it only means my computer automatically identified itself to an unwanted marketing company—not that any specific person was on the “sextracker” website, or any other.  As a matter of fact, the “sextracker” webmaster site clearly identifies itself as a marketing venture.


More specifically, none of the cookies on our computer were ever “connected” to the very temporary Internet files the defense lawyers dishonestly claimed to be pertinent in their “offer of proof.” Since cookies are automatically dated and timed, as are all temporary Internet files, it is a simple matter to specify exactly when the event took place, such as the production of the “sextracker cookie.”  Based on evidence presented at trial, I am unaware of any cookies at all present on our computer from the time frame the defense gave—the few hours before the murder.  There were, indeed, several occurrences of the infamous “sextracker” cookie (e.g. “david@counter7.sextracker.com”) prior to the murder, with the last, to my knowledge, being over a month before the murder.  Even if a “sextracker cookie” had been produced during that time, it can hardly be offered as “proof” that Karen was “downloading homosexual pornography” in the hours before her murder, much less that Karen was seeking sexual liaisons through the computer at the time.  Also, none of the pornographic temporary Internet files were ever “connected” to a website, either, so their source is unknown.  Most importantly, none of the pornographic temporary Internet files released on the basis of their dishonest “offer of proof” was ever shown to be related to the State of Alabama v Daniel Wade Moore.   It was pertinent to their case only in the sense it allowed them to attack the character and reputation of the victim—the very basis of their defense overall. 


In order to meet the standard of the “offer of proof,” the defense lawyers each made three key lies in this matter.  They (1)asserted the cookies in the temporary Internet files on our computer showed Karen, specifically, had been connected with specific pornographic websites within a few hours of her murder and that (2)these websites were dedicated to promoting sexual liaisons; otherwise, it was clear in the in camera hearing none of the material would be admissible, even in the absence of the rape shield law.  The judge made it clear he didn’t even consider looking at pornography on the Internet a sexual behavior at all, his justification for not applying the rape shield law in this same hearing, moments before. And, finally, (3)the defense lawyers represented to the judge to have actually been on these websites themselves, and that they were pornographic matchmaking websites.  Pertinently, Judge Thompson had already refused the defense  claim that the computer evidence was admissible on the basis of me as a suspect, because of the strength of my alibi, which had already been presented in court. Their “offer of proof” was only accepted by the judge (who freely admitted to being computer illiterate), after the defense lawyers gave their personal assertion of their eyewitness knowledge of the existence and character of the websites.  


The defense lawyers can’t prove Karen was on such websites as they described; they can’t even show they themselves were on them.  It would be easy to do; Ms. Halbrooks has displayed the skill of printing off documents from a website before, and it took me less than a minute to find the sextracker webmaster site and print it. While they assert expert knowledge of our computer, their limited computer knowledge kept them from knowing it could be so easily proven they were lying.

